
OFFICIAL PUBLICATION of the 

ARKANSAS COMMUNITY BANKERS ASSOCIATION  

One Vision, One Mission. Community Banks.  

Winter 2024 
A 

rkansas 

community banker 

 

To All CRA Officers: “Bless Your Heart!” - page 6 
 

ACB 2024 BSA/AML Event - page 14 
 

The Truth About Private Equity-Backed MSPs - page 34 

Devil’s Den  State Park 

Winslow, Arkansas 



Preferred 

Solutions 
Provider 

http://www.shazam.net/
http://www.shazam.net/


With the exception of official announcements, the Arkansas Community Bankers Association Board of Directors, Officers and staff disclaim any responsibility for 
opinions expressed and statements made in articles published in the Arkansas Community Banker.  The Arkansas Community Banker welcomes comments from readers.  
All material submitted electronically or by mail, accompanied by addressed postage paid return envelope, will be considered for publication.  The editor of the  Arkansas 
Community Banker reserves the right to refuse any article or advertisement submitted.  No part of this publication may be reproduced without express written 
permission.  © 1990 - 2024 by the Arkansas Community Bankers Association.  All rights reserved. 

Inside A RKANSAS 

COMMUNITY BANKER 

 Winter 2024 

       6 To All CRA Officers:       
           “Bless Your Heart!”          

             
                 BY STEFFANI JENKINS  

   24 What stops   
      community banks  
    from improving their 
    cybersecurity plan? 
          

 BY AMY RADUE 

   21 Developing a 
    Business Case for  
              Cybersecurity 
           

   BY JASON CORDER 
37 AD INDEX OF PREFERRED  
 SOLUTIONS PROVIDERS & 
 ASSOCIATE MEMBERS 

16       BASIS POINTS 

                Give credit where it’s due  
 
                   BY JIM REBER 

30     FROM THE BOARD ROOM 

                Survive till `25!  
                     
                    BY PHILIP SMITH & CHARLES PLUNKETT 

 

ARKANSAS COMMUNITY 
BANKERS ASSOCIATION 

 

3801 Woodland Heights Road, Suite 125-G 
Little Rock, Arkansas  72212 
www.arcommunitybankers.com 
info@arcommunitybankers.com 
501-246-4975 
 

OFFICERS AND DIRECTORS 
 

John Beller 
President, Bank of Cave City, Cave City 
 

Kyle Baltz 
Vice President, RiverBank, Pocahontas 
 

Ed Wilkinson 
Treasurer, Farmers Bank, Greenwood 
 

Marty Sellars 
Secretary, FNBC Bank, Ash Flat 
 

Chris Padgett 
Executive Director 
Arkansas Community Bankers, Little Rock 

 

Gary Head  
Immediate Past President 
Signature Bank, Fayetteville 
 

Rebekah Bernacki 
First Financial Bank, El Dorado 
 

Casey Cullipher 
RiverWind Bank, Searcy 
 

Byron Earnheart 
Barret School of Banking, Memphis, TN 
 

Jim Gowen, Jr. 
ICBA Federal Delegate  
Merchants & Planters Bank, Newport 
 

Craig Manatt 
Peoples Bank, Sheridan 
 

Kim Markland 
Bank of Little Rock, Little Rock 
 

Landi Mkhize 
Chambers Bank, Danville 
 

Gary Oltmann 
Southern Bancorp Bank, Stuttgart 
 

Michelle Reesor 
First Community Bank, Batesville 
 

David Scruggs 
Today’s Bank, Fayetteville 
 

ACB STAFF AND 
PROFESSIONAL SUPPORT 

 

Chris Padgett 
Executive Director 
 

Tim Grooms  
General Counsel 
 

Quattlebaum, Grooms & Tull  
Bank Regulation 
 

FORV/S 
Regulatory Compliance 
 

Ellis, Tucker & Aldridge, LLP 
Tax & Accounting 

27    FLOURISH 
               Continuing the climb                          
 In advocacy, education and  
                innovation, we are working     
              alongside you to power your    
              potential ... 
 
                BY REBECA ROMERO-RAINEY 

Specialty Interests 

    9 Uncovering Hidden  
           Costs      
         
                  BY BEN FRANCE                  

   34 Private Equity-Backed 

     MSPs          

 

  BY  THOMAS DOUGLAS  

   13 Credit unions  
    kick-off 2024 

          
 BY LAUREN SEAY  

https://arcommunitybankers.com
mailto:info@arcommunitybankers.com
https://arcommunitybankers.com/Education


Preferred 

Solutions 
Provider 

Barret’s Annual Graduate School program:  May 19 - 24, 2024 

mailto:barret@barret.ws
mailto:barret@barret.ws
https://barretbanking.org/


Preferred 

Solutions 
Provider 

https://shcpfoundation.org/cra-collaborative/
https://shcpfoundation.org/cra-collaborative/


H ave you ever been told "Bless 
your heart!" after talking about 
a challenging situation? Being 

from the South, this is what comes to 
mind when a banker tells me they've just 
been gifted with the title of "CRA 
Officer" along with all their other 
responsibilities. CRA is going to become 
even more challenging with the 
implementation of the modernization of 
the CRA; therefore, learning the basics 
of CRA is critical.    
If your bank is a HMDA and/or small business reporter, the first thing 
your examiner will typically do at the onset of a CRA exam is to perform 
a data integrity review of your HMDA LAR and your small business 
loans.   If your error percentage is above 5%, this sets the stage for the 
CRA exam and…bless your heart!  It’s probably not going to go well.  
Review every loan to ensure that the loan is coded correctly and that all 
reportable fields for CRA match the application or other supporting 
documentation.  Depending on the volume of loans, this could be a full-
time job, but the results are worth the money and effort to ensure your 
data is accurate.   

Most intermediate-small and large banks are required to report their 
Community Development activities for consideration by their regulator 
at exam time.  The big question is always “How much is enough?”  Your 
last Performance Evaluation (“PE”) should be a good indicator.  If they 
used words like “poor” or “adequate”, you need to step up your game.  
Set goals for each assessment area based on your last PE as well as your 
deposit market share in each assessment area.  Review your peer bank 
PEs as well.  This is a good indicator of opportunity for the market, and 
it can give ideas for your own CRA program.   

The partnerships we create can go a long way in alleviating the stress of 
finding CRA qualified activities or it can hinder them.  At the beginning 
of each year, create a road map of where you want that year to lead 
you, based on a needs analysis and assessment area analysis.  Next, 
find the best of the best non-profit organizations that can help you 
implement.  Examiners like “tri-fecta” relationships, one where the 
bank has made a loan, provided a service, and donated to the CRA 
qualified organization.  This denotes a true “partnership”.   

Document, document, and document!  That’s a critical piece of CRA 
that many either don’t do or aren’t doing enough.  Your community 
development activities must be documented to not only prove CRA 
qualification but also prove that an impact was made by the activity.  If 
you can’t describe the impact, then you probably aren’t going to 
impress the examiner with the activity.  Often, the impact can be 

demonstrated through photos.  If a 
financial education class is taught, take 
photos of the event.  This not only shows 
the number of participants but also 
demonstrates their attention to the 
teacher and the topic.   

Examiners are going to review each of 

your assessment areas to determine the 

opportunity to provide CRA qualified 

activities.  They make this determination 

via many factors that include 

demographics, competition, economic 

conditions, peers, and your bank’s product 

offerings.  Give the examiners the answer 

to these questions at the beginning of the 

exam.  For those areas where it may 

appear the bank is deficient, discuss the 

deficiencies and what steps the bank has 

taken to mitigate them.  This is all included in the CRA “Self-

Assessment” (“SA”).  The SA gives the bank an opportunity to talk about 

their successes as well as explain the reason for deficiencies.  Include 

your market leaders’ input in the SA.   If a business closes in a small 

town and it eliminates jobs for low-and-moderate income people, then 

this is going to affect the bank’s ability to lend.  Your market leaders 

can relay this information to you to be documented in the SA.   If you 

aren’t making mortgage loans to low-income people, provide financial 

education in that market and document that in the SA.  This is your 

opportunity to brag on your successes and well as any perceived 

deficiencies and, as the examiners always say, “Tell your story.”   

Next, provide training on CRA for employees.  I recently heard a CRA 

Officer say they only provide an annual computer-based training.  This 

is important but it’s not enough.  In-person training allows you to have 

the full attention of your audience and they are more likely to ask 

questions.  Include branch managers, Presidents, and commercial 

lenders.  All these people are integral to a successful CRA program.  

Also, provide an annual training for your Board of Directors.  They need 

to understand CRA at a high level and know how the bank is performing 

related to CRA.  Document all CRA training efforts and provide this 

information to the examiner at exam time.   

Lastly, don’t wait until the exam to get to know your examiners.  
Develop a relationship with them throughout the exam period.  Suggest 
that you meet with them on a quarterly basis to discuss your CRA 
program, deficiencies and new product or program considerations.  
Also, get to know the regulator’s Public Affairs person for your area.  
They can also assist with strengthening your program.   

Though CRA is a federal requirement for banks, it can also have a 
positive impact on our communities.  When the job seems never-
ending, think about the lives you impact and the areas that are 
improved by your efforts.  The “bless your heart” moments won’t seem 
quite so bad, and your bank will benefit both in reputation and in exam 
ratings.   
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n today’s dynamic banking 
landscape, where customer 
expectations are constantly 
evolving, the choice of a core 
banking provider is a pivotal 

decision for financial institutions. The 
core system serves as the backbone 
of your operations, impacting 
everything from customer service to 
your institution’s bottom line.  
 
However, when evaluating core banking vendors, it’s crucial to 
remember that not all providers are created equal. It’s never an apples-
to-apples comparison so details such as support structure, pricing, and 
development timelines, should be carefully examined. 
 
The Hidden Costs of Underutilized Software 
As the banking industry embraces digital transformation, the demand 
for cutting-edge software solutions is greater than ever. Yet, a surprising 
trend has emerged: organizations will overspend $750 million on 
unused IT software features this year alone, according to CIO Magazine, 
citing analyst firm Gartner. Another report by SaaS management 
platform Zylo found that companies waste more than $17 million on 
unused or redundant software applications each year. 
 
But it’s not just in the broader IT landscape that this waste exists. There 
are specific costs related to underutilized core banking software and 
financial institutions should be aware that while some of these costs are 
hidden, they can quickly add up. 
1. Licensing Fees: Core banking software licenses can be expensive, 

and financial institutions often pay for user licenses or features 
that are not fully utilized. This represents a direct cost associated 
with underutilization. 

2. Missed Revenue Opportunities: Underutilizing solutions for cross-
selling and upselling financial products can result in missed 

opportunities to generate 
revenue through these features. 

3. Increased Operational Costs: 
Inefficient use of core banking 
software can lead to manual 
workarounds and increased 
operational costs. 

4. Maintenance and Support: 
Financial institutions typically 
pay maintenance and support 
fees for their core banking 
software. If the software is not 
fully utilized, these fees may not 
be justified. 

5. Compliance Costs: Non-
compliance with regulatory 
requirements due to 
underutilized features can lead to fines and legal costs. Core 
banking systems often include features for compliance reporting 
and monitoring that, when unused, can result in compliance risks. 

6. Training Expenses: If employees are not trained to use all aspects 
of the core banking software, additional training costs may be 
required to ensure effective utilization. Some vendors even charge 
for training videos. 

7. Customer Service and Satisfaction: Underutilization can affect the 
quality of service provided to customers. This can result in 
customer dissatisfaction and potentially lead to customer attrition, 
which has its own associated costs. 

8. Data Management Costs: Core banking systems often have tools 
for data analytics and reporting. When these tools are 
underutilized, financial institutions may miss opportunities for data
-driven decision-making, potentially impacting the institution’s 
competitiveness and bottom line. 

9. Security Risks: Incomplete use of security features within the core 
banking software can leave the institution vulnerable to 
cybersecurity threats, potentially resulting in data breaches and 
associated costs. 

10. Scalability Challenges: As the institution grows, underutilized core 
banking software may struggle to scale efficiently, requiring 
additional investments in system upgrades or replacements. 

 
Choose Wisely: Your Core Banking Partner Matters 
Banks often underestimate the long-term impact of their core provider 
choice and sometimes fall for unnecessary bells and whistles that either  

I 
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aren’t appropriate for their institution, or cost more than they provide 
any real value. Each core provider brings its unique strengths and 
weaknesses to the table. To make an informed decision, banking 
executives must look beyond the surface and consider several crucial 
dimensions: 

• Support Structure – Beyond the bells and whistles of software 

features, a responsive and dedicated support structure is the unsung 
hero of your core banking ecosystem. When issues arise or questions 
need answers, having a reliable support team can mean the difference 
between seamless operations and costly disruptions. Ensure your 
provider offers a responsive support structure, including live customer 
service representatives who can assist during business hours. It’s a 
simple but critical factor that can save your institution time, money, and 
headaches down the road. 

• Pricing That Fits Your Strategy – While the initial cost of a core 

banking system is a significant consideration, it’s essential to look 
beyond the price tag. Different vendors offer various pricing models, 
including licensing fees, maintenance costs, and potential add-on 
expenses. It’s not uncommon for some providers to portray cost savings 
that may not be genuine savings in the long run. What’s the total cost of 
ownership? Some providers may offer a basic package with add-on 
features for an extra cost. While this can provide flexibility, it’s crucial to 
evaluate which add-ons your institution genuinely needs and whether 
these costs align with your growth and profitability strategy. 
Development Timelines – In a rapidly changing financial landscape, 

adaptability is key. Consider the development timelines of your core 
banking provider. Are they agile enough to respond to industry trends 
and regulatory changes promptly? Frequent updates and enhancements 
ensure your institution remains competitive and compliant. The ability 
to quickly adopt new technologies and features can be a game-changer. 

In the world of core banking solutions, one size does not fit all. Having a 
core partner that understands your institution’s unique needs and 
growth trajectory can be the differentiator that propels your bank to 
new heights of excellence. Please let me know if you have any questions 
or would like to speak more about this. Happy New Year! 

Associate 

Member 
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Reid Lynch  
First National Bankers Bankshares, Inc. 

Announces Hiring of Reid Lynch for FNBB Capital Markets Division 
 
First National Bankers Bankshares, Inc. has announced the hiring of Reid Lynch to the position of Senior Vice 
President, FNBB Capital Markets.  Mr. Lynch will be covering financial institutions in the state of Arkansas 
and assisting them with their needs as it relates to the investment portfolio and related services. 
 
“We are thrilled to announce that Reid Lynch has joined our talented and capable team in Arkansas.  While 
Reid’s 19 year track record in the Capital Markets business speaks for itself, being a native of Arkansas, he is 
the ideal candidate to represent First National Bankers Bank in that market.”, said Chris Corts, President of 
FNBB Capital Markets. 
 
Mr. Lynch obtained his Bachelor of Sciences degree from the University of Arkansas at Little Rock in Corpo-
rate Finance.  He holds the Series 7 and 63 Securities licenses.  As an avid golfer, hunter, and fisherman, Mr. 
Lynch enjoys spending time outdoors in the Natural State. 

http://www.bankstrategic.com/
https://www.fhlb.com/Pages/Default.aspx
http://www.bankers-bank.com/
mailto:rlynch@bankers-bank.com
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udson Valley CU kicked off the 
new year with its acquisition of 
Catskill Hudson Bancorp Inc. 
subsidiary Catskill Hudson Bank, 
marking the first time a New York

-based bank was targeted by a credit 
union and the 10th-largest credit union-
bank deal ever, based on target assets. 
But that deal was quickly overshadowed 
the next day when Global FCU 
announced its acquisition of First 
Financial Northwest Inc. subsidiary First 
Financial Northwest Bank, breaking 
multiple records. 
 

With $1.53 billion in assets at Sept. 30, 2023, First Financial Northwest Bank is 
the largest bank targeted by a credit union ever, and the first bank with more 
than $1 billion in assets set to be acquired by a credit union. First Financial 
Northwest Bank is also the first bank with a holding company publicly traded 
on a major exchange to be the target in an acquisition by a credit union. 

Moreover, with $11.84 billion in assets at the end of the third quarter of 2023, 
Global FCU is the largest credit union to strike a bank deal ever. Following the 
acquisition, the credit union will have more than $13.36 billion in assets, based 
on S&P Global Market Intelligence data as of the third quarter of 2023.        
 
With the sheer size of the two bank targets involved in credit union deals 
announced so far this year, 2024 has already surpassed last year's total target 
assets with just two deal announcements. 

 
 
 
 
 
 
 
 

Global FCU agreed to acquire substantially all assets and assume substantially 
all liabilities of First Financial Northwest Bank for $231.2 million in cash, subject 
to certain adjustments. First Financial Northwest and First Financial Northwest 
Bank will wind down and dissolve after the purchase and assumption 
transaction, and First Financial Northwest shareholders are expected to 
receive about $23.18 to $23.75 per share upon liquidation. In comparison, 
First Financial Northwest's closing price before the deal was announced was 
$13.68. 

  

H 

Credit unions kick off 2024 
with record-breaking bank buys  

             
 
                  BY LAUREN SEAY 

Lauren leads S&P Global 

Market Intelligence's 

banking news and bank 

regulation reporting. 



Investors applauded the deal, sending First Financial Northwest's stock price 
up 48% on the day of the announcement. 

Catskill Hudson also received a hefty premium in its transaction. Hudson Valley 
CU will pay $40.50 for each share of the company, a 119% premium to its 
$18.50 closing price the day before announcement. 

The Street also liked the Catskill Hudson deal, with the company's shares 
closing up 103% the day of announcement. 

Expanding to the Empire State 
Both deals mark geographic expansion for credit union-bank deals, which have 
been largely concentrated in the Southeast and Midwest. Catskill Hudson Bank 
is the first New York-based bank to be targeted by a credit union, while First 
Financial Northwest Bank is the third Washington-based bank to be scooped 
up by a credit union. 

 

– Access the S&P Capital IQ Pro M&A summary page for US financial institutions. 
– Access a list of pending and completed M&A deals announced since Jan. 1, 2013. 
– Read more M&A news. 

– Please click here if you would like to participate in the 2024 US Bank Outlook Survey. 

One Vision. One Mission, Community Banks. 

https://www.capitaliq.spglobal.com/web/client?auth=inherit#markets/mnaSummary
https://www.capitaliq.spglobal.com/web/client#news/department?id=146
https://pages.marketintelligence.spglobal.com/US-Bank-Outlook-Survey-November.html?id=$%7Be://Field/id%7D
https://lp.constantcontactpages.com/ev/reg/y5ue338/lp/3ad20104-2908-43a4-8735-b165d832bd8e?source_id=03324fb7-bca0-4b8b-8c53-c9b890143e9b&source_type=em&c=R-lq-G8F54W_YtQCMLvJrbnCix8PhfvtZ4fXSDeYwyuvQSHVztLvIA==
https://arcommunitybankers.com/
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necdotally, and empirically, community 
bank lending has been relatively 
productive during this multi-year rate 
cycle. Many conversations I’ve had with 
bankers in all regions of the country 
sound alike: Loan demand has been 

healthy, and, even better, credit quality has 
held up very well even though rates hit a 15-
year high toward the end of the year. It sure 
seems like the industry learned its lessons 
from the last big downturn just prior to the 
Great Recession.  
 

Through September, lending activity by community banks had 
improved about 5% year-over-year and reserves had increased only 
about half as much. Virtually all loan sectors showed growth, especially 
consumer loans.  
 

The resilience of the domestic economy has been on display through 
the appetite for credit, although the aggregate rate hikes may be finally 
taking their toll. The Federal Reserve’s quarterly senior loan officer 
survey released in October indicated tightening credit standards; higher 
borrowing spreads; and declining demand for C&I, commercial and 
residential mortgages, and consumer loans. That pretty much runs the 
gamut. 
 

Shakeout coming? 
As 2024 gets underway, the lending market is perhaps at a crossroads. 
To be sure, loan demand is never uniform across the country, and 
various regions could see differing levels of borrower health and 
availability of credit. It’s been well documented that mortgage rates are 
more than double the average homeowner’s outstanding cost of 
borrowing, which was around 3.70% late in 2023. It may therefore be 
time to revisit the robust secondary market for performing, high-
quality, non-conforming loans. 
 

The conversation with a potential seller of whole loans often begins 
with a concentration issue. Perhaps a bank’s portfolio has too much 
longer-duration fixed rate credits. Or maybe it’s exceeding policy limits 
as it relates to sector weight in consumers or commercial real estate. 
Or possibly, a given loan production office has created too many loans 
in a given geographical area. If so, analysts can help your team identify 
saleable blocks of your loan portfolio and estimates of secondary 
market prices. It’s also possible to negotiate the servicing of these 
blocks as either retained or released by the seller.  
 

Two-way street 
At the same time, there are all sorts of depository institutions that are 
looking to add loans. The root of their inquiries is that the desired mix 

of volume and quality can’t be filled 
internally. Again, it’s possible that 
concentrations are part of the dialog, 
and perhaps a given buyer is looking to 
add to a sector (for example, residential 
mortgages) where there is little 
opportunity in the local footprint. 
 

The matching up of sellers’ supply and 
buyers’ demand is what makes for the 
deep secondary market, and middlemen 
such as ICBA Securities’ exclusive broker 
Stifel can act as agents to connect the 
parties. These agents can assist in 
arriving at fair values for various loan 
blocks based on empirical data such FICO 
scores, risk-free rates, average lives and 
collateral. They also should have yield 
spread information on other, similarly 
structured recent whole loan 
transactions. Not least, they can assist 
with the sharing of information on the 
potential purchase/sale of given loans, including a sampling of loan files 
for underwriting and due diligence.  
 

Ballpark estimates 
Of course, buyers of others’ credits would not have ever materialized if 
there weren’t adequate risk-adjusted returns. It’s difficult to estimate a 
range of incremental returns over the treasury curve for a given block 
of loans, as clearly a portfolio will, by definition, not be homogenous. 
However, it’s logical that the shorter the fixed-rate period (either to an 
adjustable reset date, a balloon date or maturity), the lower required 
yield. 
  

Collateral will also factor in the yields; single-family residences have 
lower risk levels than do autos or commercial properties. Nevertheless, 
it’s not uncommon for a loan package to trade at 250 to 500 basis 
points (2.5% to 5%) over the curve. 
 

That being the case, there are several strategies that can be employed 
with whole loans as an investment. One is a leverage, in which 
wholesale funding is used to finance the purchase. Blocks of loans 
could produce net spreads over the related borrowings of 2% to 3.5%, 
which is a multiple of available spreads from investment securities. 
Also, buying loan packages with proceeds from a sale of underwater 
bonds can greatly shorten the “earnback” period, perhaps to within 12 
months.  
 

There are more nuances to whole loan trading than we can adequately 
cover in this space. However, given that bank lending could be in state 
of flux as the economy potentially slows, opportunities could arise for 
both buyers and sellers to benefit from these economic machinations. 
Finally, the start of 2024 gives whole loan market participants a full 
calendar year to realize, and recognize, the effects of the transaction.  
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        Give credit where it’s due  
Secondary market for whole loans is deep and active. 
 
BY JIM REBER 

    BASIS POINTS 

mailto:jreber@icbasecurities.com


Preferred 

Solutions 
Provider 

Preferred 

Solutions 
Provider 

https://www.icba.org/payments-group/home
https://www.icba.org/payments-group/home
http://www.icba.org/securities
http://www.icba.org/securities


Preferred 

Solutions 
Provider 

http://www.jtsfs.com/
mailto:john@jtsfs.com
http://www.jtsfs.com/


Preferred 

Solutions 
Provider 

http://www.sba.gov/ar
http://www.sba.gov/ar
http://www.sba.gov/lendermatch
http://www.sba.gov/ar


ybersecurity is a topic that is 
regularly discussed at banking 
conferences, written about in 
banking publications, and focused on 
during regulatory examinations.  Like 

the word “technology,” cybersecurity can 
be a broad and ambiguous term in the 
banking context. 
Even as prevalent as the topic of cybersecurity is, in practice the area of 
cybersecurity risk management in banks is often treated as a separate 
and unconnected exercise, or it is treated as an afterthought.  Bank 
management often thinks of cybersecurity as something important but 
also considers it to be that “complicated stuff that gets handled by the 
people down in the IT department.”  While cybersecurity may get lip 
service as being a primary concern, boards of directors and senior 
management seldom prioritize understanding and implementing 
cybersecurity in the same way they prioritize loan quality, liquidity 
management, or interest rate risk.  

 A high-performing bank can no longer consider cybersecurity 
as an afterthought or keep cybersecurity in a silo by itself.  To effectively 
navigate the challenges in today’s banking environment, cybersecurity 
must be a prioritized and integrated component of every function 
within the bank.  So, how does management move cybersecurity from 
its silo into every other area of the bank?  One crucial way to make this 
transition from separated to integrated is to create an effective business 
case for cybersecurity.   

 A business case explains how a business decision will improve 
a business and affect profitability.  Business cases are most often part of 
project management, though they are used in broader scenarios as well.  
One of the most entertaining places we see the use of business cases is 
on the reality television series Shark Tank.  The show portrays hopeful 
entrepreneurs pitching their business ideas to a panel of encouraging or 
hardnosed investors with the hope of either getting an investment or 
some Shark Tank publicity.  As a viewer of Shark Tank, it often seems 
that strong business cases for a product, even questionably viable 
products, sometimes get favorable terms and offers, while potentially 
strong products may not get offers because the entrepreneurs fail to 
develop a strong business case.  Loan committees in financial 
institutions often have a similar atmosphere to Shark Tank, whereby 
loan officers present loan proposals to the loan committee for approval 
or rejection.  A lender often puts together a strong (or weak) case for a 
loan to explain the loan request, shows how the credit aligns with the 
bank’s business goals, and presents the ways a credit could be 
structured so that the profits and protections from the loan outweigh 
the risks of making the loan or the decision to not make the loan.  An 
effective business case for the loan may show that the loan is marginally 
acceptable rather than marginally inadequate, a huge distinction. 

 A business case for robust and integrated cybersecurity, either 
the cybersecurity program as a whole or individual cybersecurity 
projects, should start with showing how cybersecurity aligns with the 
bank’s business goals.  Board members and senior management 
regularly focus and concentrate on measurable data such as returns 

(e.g., return on assets, return on 
capital), margins, and growth 
rates.  The personnel responsible 
for presenting cybersecurity should 
effectively show how cybersecurity 
impacts each of those areas.  For 
example, citing potential direct 
costs for a data breach can be eye-
opening.  IBM reports that the 
global average cost of a data 
breach in 2023 grew to $4.45 
million, up 15% over three years.  
Using this type of data, adjusted to 
match the community bank’s size 
and complexity, the business case 
for cybersecurity can illustrate the 
negative effects to the bank’s 
performance ratios in the event of 
a cybersecurity event.  Presenting 
concrete data and trends for 
cybersecurity incidents can be 
helpful for non-technical 
stakeholders in understanding 
potential consequences for 
inadequate cybersecurity.  This 
understanding can result in buy-in from bank leadership for integrating 
cybersecurity into other facets of the bank.   

 Less concrete – but equally important – factors for a cohesive 
cybersecurity risk management program include the role of community 
banks as educators and protectors of their customers and their 
communities (positive factors) and the reputational impact they would 
suffer for a cybersecurity failure (a negative factor).  A business case for 
an integrated cybersecurity program should show how correctly 
handling these factors is core to the bank’s business plan and its 
identity.   

 Of course, this means that the people in the bank responsible 
for cybersecurity must also understand their role in achieving the bank’s 
goals.  As Jimmy Sawyers (our firm’s chairman and co-founder) often 
states, “It’s easy to lock down a bank so tightly that no one wants to 
work for the bank, and no one wants to do business with the bank.”  
Such an overreach can damage the customer experience and kill 
employee productivity.  Those bank employees in charge of 
cybersecurity preparedness must understand the risk-reward 
proposition of banking as well as the bank’s risk appetite so that they 
can effectively present a business case for cybersecurity.  Additionally, 
both bank management and those directly responsible for a bank’s 
cybersecurity must consider aspects of the risk management program 
beyond such things as firewalls and cybersecurity insurance.  For a 
robust, integrated cybersecurity program, an understanding of the 
complementary nature of human and technical controls, a focus on 
security awareness, advice from trusted partners and consultants, and 
the “tone at the top” emphasizing cybersecurity are all vital to a 
successful cybersecurity program.   As ransomware, business email 
compromise (BEC), and Corporate Account Takeover (CATO) incidents 
increase, cybersecurity is certainly a business issue that deserves 
significant attention, from the back office to the board room. 
_________________________________________ 

IBM.  “Cost of a Data Breach Report 2023.” Accessed January 22, 2024, https://
www.ibm.com/reports/data-breach  
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or some banks, personnel restraints 
prevent addressing cybersecurity 
adequately. For many other 
community banks, there's a 
monetary resource concern that 
prevents the proper preventative 

actions. But for most banks, the simple 
knowledge constraints, uncertainties, and 
confusion of what to do or where to begin 
are the largest causes of preventing 
improvements.  
 

There are many options and lots of noise in the market making it 
particularly challenging to determine what is the best course of action 
to improve a bank's cybersecurity plan. All this can be addressed by a 
simple commitment and dedication to lower your vulnerabilities and 
reduce your risks. 
 

Perhaps the place to start and first and biggest question to ask is: how 
do you know what you don’t know? How do you make sure that your 
sole IT person, or your entire IT team is truly cutting edge, and in front 
of all these cybersecurity needs? Is it fair to expect them to be experts 
when there are so many options and constant changes to threats and 
prevention methods? 
 

As this is critical for community banks, the challenges need to be 
addressed. While for many banks trepidation creeps in and fearful 
worries of taking the wrong steps kick in, according to Amy Radue, the 
UFS Director of Risk Management, "it does not need to be scary and 
you can make significant improvements to your bank's cybersecurity 
plan, and it starts with a commitment to improve your bank's security 
posture at all levels of the bank".  
 

Cybersecurity is clearly the top priority for community bankers when 
asked about their current risk concerns. Radue was interviewed 
recently to share her observations regarding the heavy focus on 
cybersecurity, how banks can implement improvements to their 
cybersecurity plans, as well as to share how banks can manage the 
pressure related to regulatory compliance. 
 

How are banks addressing cybersecurity both in the short term as well 
as the long term? 
Radue indicated community banks are utilizing a number of strategies 
for a strong cybersecurity plan, while most effectiveness begins with 
partnering with experts who understand cybersecurity and are 
completely dedicated to lowering risks of the bank.  
 

Next steps would include having good cybersecurity insurance, as well 
as engaging in the different information sharing platforms that are out 
there such as: US-CERT/CISA, FS-ISAC and the American Bankers 
Association (ABA), among others. Radue also emphasized the value of 
sharing with a community of other bankers to collaborate on solutions 
that stay aware of the cybersecurity trends that are happening. 
 

“Really great long-term solutions for community banks look like 
establishing a place for cybersecurity in your strategic plan,” said 
Radue while addressing solutions for community banks. She stressed 

the value of making sure the 
bank’s board is constantly 
aware of the increasing 
cybersecurity challenges that 
the banks are facing, the 
resources and solutions that 
are needed to address 
cybersecurity plus maintaining 
a holistic view of cybersecurity 
to address the issues 
effectively. 
 

What can a bank do that is 
concerned with their current 
cybersecurity plan? 
 

For a community bank who is 
really looking to mature their 
cybersecurity plan, the best 
advice Radue offered is to find 
a partner that the bank trusts 
who is in the cybersecurity 
world day in, and day out, and 
willing to guide them through this journey. It is with that partner, they 
can build confidence for the bank in several areas, including how to 
address their incident response plan as well as making sure that the 
bank’s cybersecurity plan adapts with the constantly changing 
cybersecurity landscape that all bankers are all facing. With this 
approach, community banks are empowered to go further, 
confidently. 
 

A cybersecurity focused organization is much more prepared to utilize 
global intelligence, artificial intelligence, machine learning and many 
other resources to stay current to reduce risks to banks but will also 
have the necessary response and remediation plans in place should an 
attack occur.  
 

How could adapting your cybersecurity plan benefit and impact the 
bank’s operational efficiency? 
“If we take finding a cybersecurity partner as our number one step for 
a community bank when it comes to facing cybersecurity… what that 
does for your internal operational efficiency, is to take that burden off 
the bank’s internal staff to allow them to focus on other projects that 
need to be done,” said Radue. She continued to emphasize that 
partnering with a cybersecurity expert not only moves efficiency 
forward, but now the bank has the confidence that issues are tackled 
as they come or even before they happen by a team of experienced 
experts for clearly productive approach to cybersecurity.  
 

Radue reiterated the values of finding the right partner, finding the 
right tools, utilizing the tools given to us through the FFIEC and with 
this guidance, banks have the ability to be prepared for a cybersecurity 
event. “This preparation really removes some of that burden, and so 
using all those different tools we have together, it doesn’t have to be 
as scary as it sounds, on the day to day.” 
 

Are there reference tips for community bankers that they can use now 
to improve their cybersecurity posture? 
 

Amy Radue generated 10 specific tips for community bankers to 
strengthen their cybersecurity plan. You can find those at: https://
ufstech.com/cybersecurity-tips/.  

F 
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FLOURISH            
Continuing the climb for our communities. 

 

“In advocacy, education and innovation, we are working 

alongside you to power your potential and help you 

surmount the trials you face along the journey.” 

I recently came across a quote from the 
Pulitzer Prize-winning poet Theodore 
Roethke: “Over every mountain, there is a 
path, although it may not be seen from 
the valley.” As an avid hiker myself, it 
resonated, because as you look up toward 
the climb ahead, you may not see the 
route, but you know it’s there—not unlike 
the situation we face in community 
banking today.   

As we enter 2024, we see a steep climb 
amid so many headwinds, including 
volatile interest rate and supervisory 
environments, emerging regulatory 
reforms, constant pressure on margins 
and more. Yet, with every step on the 
journey, we just get stronger.  

As we look back on 2023, we felt the 
impact of numerous challenges—failures 
of large, risky banks, fluctuating interest 
rates, increased competition and more—
and we not only survived but thrived. We 
championed new solutions like FedNow. 
We successfully advocated for the vast 
majority of community banks to be 
exempted from the FDIC’s proposed 
special assessment. We expanded our 
innovation programs, creating a center for 
community bank innovation. These 
previous experiences have positioned our 
strength, and today, as we climb toward 
that next peak, we’re honing new skills.  

Each step is an investment in the future to 
further fuel the community banking 

model.  

Our national campaign goes hand in hand 
with this work. By telling the compelling 
stories of the ways in which you make a 
difference, we’ll continue to bolster the 
work you do. In advocacy, education and 
innovation, we are working alongside you 
to power your potential and help you 
surmount the trials you face along the 
journey.  

And while this climb may be difficult, it 
will lead to new opportunities. As I reflect 
on my career, I realize some of the 
greatest learning moments were in the 
most challenging situations. That’s how I 
know community banks will find a way as 
an industry, as a network of community 
bankers, to find the right next step to 
provide for our communities.  

Hikers will stand at the bottom of the 
peak and realize it looks a lot higher than 
it did when they were farther away, but 
they made the climb. As we take our first 
steps into 2024, it’s that same “bring it 
on” mentality that will continue to bring 
us strength and guide us. We’re ready to 
see what lies ahead, embrace the 
challenge and create forward momentum. 
Because while the path from the valley to 
the summit may be circuitous, community 
bankers will always continue the climb for 
the good of their customers and 
communities.  

Where I’ll be this month 
I’ll first meet with the ICBA Nominating Committee to continue our leadership 
journey, and then I’ll head to Atlanta for a showcase from ICBA’s sixth ThinkTECH 
Accelerator program.   

REBECA 
ROMERO 
RAINEY 
ICBA President and CEO.  
rebeca.romerorainey@icba.org 
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s we head into 2024, reflect on 2023 
and look to the future, it is important 
to position your organization for its 
best possible outcomes in the new 
year.  In many strategic planning 
sessions in 2023, certainly toward the 

second half of the year, boards and 
management tried to determine a theme for 
2024, and one of the loudest cries was 
“Survive till ’25!”  
 

While focusing on survival may seem somewhat ominous and not 
particularly “strategic,” we believe positive outcomes can emerge from 
the renewed focus on the present.  Therefore, as you prepare for the 
new year, if your organization’s focus tends to be more toward status 
quo, “holding your ground,” or even survival, consider these 
recommendations for what the board and management should be 
working on so that the organization not only survives, but remains well
-positioned for 2024 and is set to thrive in 2025 and beyond.  

Engage in smart, practical strategic planning, not esoteric concepts 

As your organization begins the process of strategic planning for the 
coming year or as you are making plans for how you are going to 
conduct planning in the Fall, consider whether your strategic planning 
has gone stale and needs a “refresh.”  Even if you follow the same 
general process, be sure to include new and different topics each year 
or consider inviting a smaller or larger group of individuals.  Do you 
invite your executive officers?  Is it only board members?  Should you 
have a separate meeting with only management?  If your strategic 
planning session tends to become a bit more operational and tactical, 
focused on the numbers side of things and more budget oriented, set 
aside a year where you intentionally force the participants to only 
focus on big picture strategic themes for the year, without tactical or 
operational discussions.  Leave those to the management team.  That 
approach might be particularly important for a year like 2024 if you are 
really using it to plan for the future rather than taking specific strategic 
steps.  

Many organizations will split their planning sessions into separate 
meetings, one for strategic level thinking for the board, and a second 
meeting for management, focused on the operational and tactical and 
implementation plans.  If an organization always does strategic 
planning at the bank location, consider going off-site. Don’t spend a lot 
of time going over your Mission Statement and strengths, weaknesses, 
opportunities and threats every year, but if it has been three or more 
years since you have done that, take a brief amount of time to revisit it.  
The key is to keep your strategic planning fresh in terms of process, 
location, participants, the types of questions you ask and the overall 
structure of what you are doing. 

Identify possibilities and develop a branch strategy in 2024 

In the recent environment, larger 
organizations appear to be offloading 
branches and exiting certain markets. 
Clearly, these are cost saving functions for 
those larger organizations, but it may 
present opportunities for smaller banks.  

First, a smaller bank might very well find 
some opportunities to acquire one or 
more branches of a larger organization 
that is pulling out of a particular market. 
Often, the depositors will stick around 
even if someone else acquires the branch 
because of the difficulty of converting and 
low-cost deposits are certainly a great 
resource for funding your own growth in 
other markets. Secondly, if you happen to 
be in one of the markets where the branch 
of a larger organization is closing, take the 
opportunity to emphasize the uniqueness 
of community banks in remaining in 
communities, continuing to serve local 
customers, and not pull out of markets. Do 
not miss the opportunity to seize on a 
great marketing tool for your organization 
that you are still dedicated to your 
community when others are leaving.  

It is also important in the current 
environment to reevaluate your own 
branch network and branch structure.  
While small banks may only have a few 
branch locations, it is critical to evaluate 
whether your branches are individually 
profitable or are really adding to the 
overall value of your organization.  The 
larger banks are generally reducing 
branches as a way of improving overall 
efficiency.  While community banks should not necessarily follow the 
lead of big banks, in today’s environment, continuing to operate with 
excessively high efficiency ratios where an organization remains 
overstaffed with heavy investment in real estate, premises and other 
fixed assets may not prove beneficial over the long term. So don’t 
hesitate to critique your own branch structure to determine if it is 
optimized. The period of excess deposits followed by a period of 
decreasing deposits provides an organization the chance to examine 
how they want to position themselves to increase profits.  

Establish strong and open lines of communications with your 
regulators 

Perhaps not surprisingly, the first evidences of increased regulatory 
scrutiny, some asset quality problems, and other regulatory concerns 
are beginning to surface. Moreover, the regulators themselves are 
beginning to sound some preliminary warning bells that more 
regulatory problems may begin to rear their head. Therefore, as a 
leader of your organization, and recalling past downturns in the 
economy and asset quality problems, it is important to be ahead of the 
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curve in managing the organization appropriately, including how you 
deal with regulatory personnel.  

It should go without saying that openness, honesty, directness and 
transparency are of vital importance. Not only is it the right thing to do 
in a general sense, but it is important to take that approach because of 
the impact it has on the regulators. In essence, it is arguably better to 
have a host of problems and to be open, honest and direct with the 
regulators, than to have a few critical issues where you try to shade the 
truth or not be fully engaged with the regulators about the problems. 
The reason for that posture is because frankness with regulatory 
personnel goes a long way toward fostering management’s credibility, 
which has a direct impact on the regulators’ view of whether 
management has the willingness and capability to clean up the 
problems, and in turn, directly impacts the “M” component of your 
CAMELS ratings, which is critically important.  It is not shocking to 
regulatory personnel if a bank has problems. All banks are subject to 
encountering problems somewhere along the way. The thing that 
distinguishes one bank from the other, though, is how they deal with it. 
Does the board acknowledge problems, tackle them head-on and begin 
the process of trying to fix the problems, even if that means fixing 
them by complying with an MOU or a Consent Order?  Organizations 
which address their problems upfront and candidly typically wind up 
with a less invasive enforcement action, if they receive one at all, and 
more leniency by the regulators in agreeing to appropriate bank 
requests. Therefore, if your management team has credibility, then you 
should not hesitate to negotiate with the regulators on key provisions 
of a proposed MOU or Consent Order.  

All of that being said, it is also important for a board of directors to 
stand their ground when they are correct.  In unique circumstances, it 

may be appropriate for a board of directors to refuse to enter into an 
enforcement action or to acquiesce to a finding by the regulators on 
something where the bank believes they are clearly at fault.  For 
example, if an examiner cites the bank for a legal violation of a 
statutory provision and you disagree with the way they are interpreting 
how the statute is applied, who says the regulator is a better lawyer 
than you are at reading the statute?  If it is a legal question, how can 
someone who is not a judge or a lawyer make that determination?  
Occasionally, it is important to push back on a finding and ask for 
justification for that finding, or even to ask the in-house lawyers for the 
regulator to provide some feedback.  Of course, if you are doing that, 
you probably need your own counsel as well, but it often works, and 
yes, they will, in fact, change exam findings if you appeal an adverse 
finding and you win, which occurs more often than you would probably 
think.  The board must still maintain its fiduciary duties, even in the 
face of criticism. 

So, if you are entering 2024 with a “survival” mentality, that does not 
mean avoiding strategic planning, it does not mean failure to take 
steps to position your organization for the future, and it does not mean 
foregoing your fiduciary duties.  Be vigilant, remain informed and 
engaged, and positive things will result for the organization in the 
future. 
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n technology services, Managed 
Service Providers (MSPs) stand as 
crucial partners for banks seeking 
reliable IT support and solutions. 
However, a rising trend has emerged, 
reshaping the MSP sector: the influx of 

private equity (PE) investments. While this 
might seem like a positive development, 
bringing in fresh funds and promises of 
growth, it's vital for banks to look beneath 
the surface. The real question is, does a lower 
price tag promised by PE-backed MSPs equate 
to real value? 

Historical Shifts and Current Trends 

Traditionally, MSPs thrived on close customer relationships, 
personalized services, and a deep understanding of specific business 
needs. The kind of service you’d want your grandmother to get. The 
kind of service your community has loved about your bank.  

Nowadays, this has changed significantly. There’s a wave of PE firms 
investing in MSPs, drawn by the sector's steady cash flows and growth 
potential. This shift brings a fundamental change in how these MSPs 
operate. 

Price Implications: A Double-Edged Sword 

One noticeable impact of PE involvement is on pricing. With deeper 
pockets, PE-backed MSPs often offer competitive, sometimes lower, 
service pricing. Initially, this seems like a win for clients seeking cost-
effective solutions. But the long-term effects on service quality are a 
concern worth considering. 

Pros: A Surface-Level Glance 
There are definitely clear benefits.  

• Enhanced financial resources  

• Broader range of services 

• Adopt better technology 

• Expand at quicker rates 

The promise of greater market reach is also appealing. But is this the 
whole story? 

The Flip Side: What Lies Beneath 
Here's where the waters get murky.  

• Profit generation becomes the primary goal  

• Personalized customer service disappears 

• Quality of service diminishes 

Banks might encounter a one-size-
fits-all approach, which rarely 
works because your institution 
isn’t a copy-and-paste enterprise. 
Like you, it’s 1 of 1.  

Plus, increased market 
consolidation, a common 
aftermath of PE investments, can 
limit choices for clients, pushing 
them toward a generic service 
landscape that lacks innovation 
and personalization. And if there’s 
one thing that’s certain when it 
comes to technology, it’s this: 
your technology needs to grow 
and evolve with you and your 
customers. Because your needs 
are going to change, and it’s 
crucial that your IT support can 
keep up to meet them.  

Navigating the Changing Landscape 

How does a business make an informed decision in this scenario? First, 
you need to understand the role and impact of private equity in the 
MSP sector. Identifying the trends and potential shifts in service quality 
is crucial to your continued satisfaction and success. 

When selecting an IT service provider, the focus should extend beyond 
just the financial aspects. Here’s what you need to keep in mind:  

• Commitment to service quality 

• Caring customer support 

• Consistent regulatory compliance 

Is the MSP willing to tailor their services to your specific needs? Are 
they proactive in their support and compliance audits? Do they listen 
to your questions without making you feel dumb? These are the 
questions you need to ask before signing on that bottom line.  

Long-term, it’s important to ask: Will the PE-backed MSP still put 
people over profit when things take a turn? Because above all, the 
right IT provider will give you confidence in your systems, not concern.  

Conclusion 

While the allure of lower prices from PE-backed MSPs is 
understandable, you must weigh this against the potential risks to 
service quality and customization. The true cost of a service isn't just in 
its price tag. It’s in the value it brings to your business.  

Need help choosing the right IT partner for you? We’ve got you 
covered. Call 844-44-JMARK and let our team members share tips on 
how you can build your IT budget to make sure you get the best bang 
for your buck. From OML’s role in your business’s success to calculating 
and optimizing the best budget for you, you’ll get an inside look at how 
other businesses are staying a step ahead and how you can, too.  

I 
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The Truth About 
Private Equity-Backed  

    BY THOMAS DOUGLAS        MSPs 

    PERSPECTIVES 

Tom Douglas is Chief 

Executive Officer at JMark 

Business Solutions, an ACB 

Associate Member. You 

may connect with Tom at  

Tom@JMARK.com 

mailto:Tom@JMARK.com


Associate 

Member 

http://www.jmark.com/


Preferred 
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Provider 

http://www.mpasystems.com/
http://www.mpasystems.com/
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The Arkansas Community Banker is published quarterly and read by over 2,500 community bank 
directors, CEO’s, presidents and other key management personnel in every community bank and thrift in 
Arkansas. Other reader groups include ACB Associate Members and Preferred Solutions Providers, as 
well as governmental and regulatory officials at the state and national levels. Each issue of the Arkansas 
Community Banker is filled with leading edge information that has a bearing on Arkansas’ banking and 
financial services industry environment. The electronic format allows readers to archive issues 
of the  Arkansas Community Banker for training purposes as well as future reference.  
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